
AMENDMENT TO H.R. 3838 

OFFERED BY MS. JACOBS OF CALIFORNIA 

At the appropriate place in title X, insert the fol-

lowing: 

SEC. 10ll. REQUIREMENTS RELATING TO SECURE DE-1

PARTMENT OF DEFENSE COMMUNICATIONS. 2

(a) LIMITATION ON USE OF FUNDS.—None of the 3

funds authorized to be appropriated by this Act or other-4

wise made available for the Department of Defense for 5

fiscal year 2026 may be used to install, maintain, or sup-6

port any communications infrastructure in a Department 7

of Defense facility unless such communications infrastruc-8

ture is in compliance with— 9

(1) the Cryptographic Module Validation Pro-10

gram of the National Institute of Science and Tech-11

nology; 12

(2) Federal Information Processing Standard 13

Publication 140; 14

(3) Department of Defense Directive 8100.02; 15

(4) Department of Defense Instruction 16

8420.01; and 17

(5) such other standards and publications as 18

the Secretary determines appropriate. 19
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2 

(b) PROHIBITION ON SECRETARY OF DEFENSE INSE-1

CURE COMMUNICATION.—The Secretary of Defense may 2

not communicate about classified military operation plans 3

using— 4

(1) a personal communication device; or 5

(2) an insecure communications platform or ap-6

plication. 7

◊ 
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Amendment to H.R. 3838


Offered by Ms. Jacobs of California


At the appropriate place in title X, insert the following:


SEC. 10__. Requirements relating to secure Department of Defense communications.

(a) Limitation on use of funds.—None of the funds authorized to be appropriated by this Act or otherwise made available for the Department of Defense for fiscal year 2026 may be used to install, maintain, or support any communications infrastructure in a Department of Defense facility unless such communications infrastructure is in compliance with— 


(1) the Cryptographic Module Validation Program of the National Institute of Science and Technology;


(2) Federal Information Processing Standard Publication 140;


(3) Department of Defense Directive 8100.02;


(4) Department of Defense Instruction 8420.01; and


(5) such other standards and publications as the Secretary determines appropriate.


(b) Prohibition on Secretary of Defense insecure communication.—The Secretary of Defense may not communicate about classified military operation plans using— 


(1) a personal communication device; or


(2) an insecure communications platform or application.
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